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Unitrends Endpoint Backup for PCs
SIMPLE, RESILIENT, DIRECT-TO-CLOUD PROTECTION FOR PCS AND WORKSTATIONS ANYWHERE

Unitrends Endpoint Backup for PCs protects Windows-based laptops, PCs and workstations with zero on-premises 
hardware required. Whether you’re supporting a remote workforce, managing remote sites or securing the 
executive team’s laptops, Unitrends Endpoint Backup delivers modern bare metal recovery and granular file 
recovery at a price that won’t break the budget. 

Get back to work in minutes with all-in-one backup and recovery 
for PCs - no hardware required
Initiate recovery from any location with an internet connection, including WiFi, to recover exactly what you need 
when you need it. Whether it’s a single file, folder or a full system recovery, Unitrends Endpoint Backup for PCs 
makes it easy to restore data back to the original workstation or another machine with dissimilar hardware. As long 
as it’s running a Unitrends backup agent, we’ve got you covered.

RESILIENT  
BACKUPS
Back up critical data automatically 
and let Unitrends handle 
everything from replication to 
redundancy. Our data centers 
employ the latest technologies 
to deliver multi-layered 
security. Critical redundancies 
for components like power, 
networking and internet are 
standard in our data centers which 
are monitored 24/7.  

PREDICTABLE  
COST
Whether your employees are 
working on business-critical 
documents or editing HD video, 
we’ve got you covered. One simple 
price per endpoint provides you 
with 1.5TB of protected capacity 
per machine with a full year of 
backup retention. 

CONFIDENCE 
IN RECOVERY
Your data on the edge is at risk. 
Whether ransomware, theft or 
total destruction of the device, 
recover in minutes with Unitrends 
Endpoint Backup for PCs. Perform 
file-level and bare metal recovery 
without the need for an appliance. 
Want complete peace of mind? 
Check the status of screenshot-
verified backups right in the portal.  

https://www.unitrends.com/
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With this simpler, smarter BCDR solution, you get:

 » Automatic backups every two hours to store data in the secure, private and redundant Unitrends Cloud. 
Data is secured with two-factor authentication (2FA), 256-bit encryption, immutable storage blocks and more. 

 » Fast backup and recovery that only sends changes to the cloud. You get independent backups without the 
need for rehydration or synthetic backups. 

 » Advanced recovery capabilities, including file/folder recovery and modern bare metal recovery that 
requires no legacy command line interfaces or UIs. Perform fully remote bare metal restores onto the same 
or dissimilar hardware using our modern recovery media. 

 » Pause and resume functionality that addresses concerns around metered connections, provides 
bandwidth throttling and supports connections that are inconsistent. With automatic pause and resume, 
metered connections are respected and backups are resumed as connections are available, eliminating 
backup failures.

 » Automated screenshot verification validates backups are healthy, functional and easily recoverable. Spin 
up machine images in the cloud on-demand to test recoverability anytime.

 » Ransomware scanning uses our industry-leading behavioral engine to monitor for crypto-ransomware and 
alert you when an attack starts. Respond to the incident quickly by isolating the system and performing a full 
recovery. 

 » Predictable total cost of ownership (TCO) with no hidden/variable fees. No cost for computing, testing, 
storage or retention. 

Operating systems Windows 7, 10 and 11 (64-bit)

Disk size Up to 1.5TB capacity per protected device. Multi-volume supported.

RAM Requires 1GB of free RAM on protected device.

Automatic Pause 
and Resume

Automatically pause backups when the connection is interrupted, automatically resume 
when connection is restored.

Bandwidth Throttling
Customizable throttling limits (metered, idle, in-use) to respect metered connections and 
ensure protected machines aren’t bogged down when a backup runs.

Recovery Options
 ń File/folder recovery

 ń Bare metal recovery (BMR) to same or dissimilar hardware (including entire device 
configuration, setup and applications)

Backup Verification
Automatic screenshot verification and file system integrity checks provide proof and 
confidence that backups are healthy, working and readily recoverable.

Email Alerting Receive alerts on the status of backups.

Features and system requirements

Backup and Recovery for PCs in a Cloudy World
Even if you’re using applications like Microsoft 365 or Google Workspace, don’t rely solely on sync features and 
ignore the backup needs of your remote endpoints. If you’re hit with ransomware, many sync features will actually 
push the encrypted data to the cloud, furthering the damage! Our unified portal streamlines day-to-day operations 
and makes recovery seamless for continuity across your endpoints and devices in any situation – all at a simple, 
flat-fee price.

https://www.unitrends.com/
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ABOUT UNITRENDS
Unitrends makes efficient, reliable backup and recovery as effortless and hassle-free as possible. 
We combine deep expertise gained over thirty years of focussing on backup and recovery with 
next generation backup appliances and cloud purpose-built to make data protection simpler, more 
automated and more resilient than any other solution in the industry. 

Learn more by visiting unitrends.com or follow us on LinkedIn and Twitter @Unitrends.

How it works
Unitrends Endpoint Backup for PCs backs up your PCs directly to the Unitrends Cloud every two hours for an extra 
layer of protection. Simply install the agent on the devices you wish to protect. The agent is paired with your private 
tenant in the Unitrends Cloud to begin automatically backing up your data every two hours to the cloud.

The Unitrends Cloud is purpose-built for cloud backup and disaster recovery. Its immutable architecture sets the 
standard for a secure cloud infrastructure with features like Cloud Deletion Defense, ultimately providing:

 ζ Multiregional presence to support geographically redundant backups.

 ζ Cloud Deletion Defense for protection against ransomware and threat actors, enabling access to deleted cloud 
snapshots when an agent is either mistakenly or maliciously deleted.

 ζ Modern bare metal recovery to restore the full system within minutes when you need to recover a lost, 
damaged or stolen device. 

 ζ Screenshot Verification

 ζ Ransomware detection

 ζ Immutable storage blocks

EXECUTIVE'S PCs

PRODUCTION SYSTEMS

REMOTE OFFICE WORKSTATIONS 

ROAD WARRIOR PCs

https://www.unitrends.com/
https://www.facebook.com/unitrends
https://www.instagram.com/unitrends/
https://twitter.com/Unitrends
https://www.linkedin.com/company/unitrends
https://www.youtube.com/user/UnitrendsInc

